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Abstract
Collaborative family apps are designed for families to stay con-
nected, look after their kids, and share life events. Despite their
well-intended design, collaborative family apps can be invasive,
leading to tensions in family relationships and exposure to online
risks.We compared frequently downloaded collaborative family and
parental control apps in terms of their features, with a focus on Ap-
ple’s Family Sharing and Google’s Family Link. We then conducted
a qualitative interview study (N=20) to explore privacy experiences
when using Apple’s Family Sharing. Our results highlight privacy
challenges with the use of collaborative family apps to negotiate
boundaries and manage content, such as mismanaging finances
and accidental content sharing. We reveal that roles and hierarchies
on the app are unclear, leading to users’ confusion about the pri-
vacy controls associated with each role. Based on these insights,
we propose design recommendations to address these challenges
and enhance the usability and privacy of collaborative family apps.

Keywords
parents, families, children, parental apps, collaborative family apps,
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1 Introduction
Parents are concerned about the online safety of their children
and their screen time. According to a recent study in 2023 [50],
following the COVID-19 pandemic, the average screen time for
children increased by 1.4 hours, bringing them to an average of
four hours per day on their mobile devices. Excessive screen time in
early childhood can lead to developmental issues [2, 73, 97], physi-
cal health problems—obesity, poor sleep, and eyestrain—[73] and
reduced attention span [97]. Children are also exposed to many
online risks, such as inappropriate content, cyberbullying, online
predators, privacy breaches, and data exploitation [40, 62, 100]. A
recent study found that 42% of children aged 10–17 have acciden-
tally ended up on inappropriate websites, with the average age of
first exposure being 9 years old [88].

To address these issues, parents resort to parental control apps to
protect their children from various online risks and monitor their
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screen time. Parental apps allow parents to block content, man-
age screen time, and track locations. Popular examples of parental
apps are Qustodio and Norton Family . While these apps provide a
sense of safety, they may also negatively impact children’s sense
of autonomy and trustworthiness [94], creating tensions [5, 47].
Research suggests that parental control apps can be invasive and
overly restrictive of children’s and teens’ online privacy [46, 64]. Re-
searchers have suggested more collaborative solutions for parents
and teens to work to make safety decisions together [46].

Collaborative family apps take a different approach with coactive
sharing information and managing tasks collectively as a family.
Popular examples of collaborative family apps are Apple’s Family
Sharing and Google’s Family Link, though they vary; see Figure
1. Collaborative family apps may help counteract the negative ef-
fects of parental control apps. Yet, there is limited research on
collaborative family apps beyond the traditional focus on parental
monitoring of children. In the present study, we investigate how
parents use Apple’s Family Sharing app—one example of a collabo-
rative app—to serve their needs and what their understanding of
their privacy on the app is.

As of 2024, Apple’s market share is extensive, with over 1 billion
users worldwide using at least one Apple device [16, 65]. Moreover,
according to a recent survey [99], 60% of Apple users in the U.S. own
more than one Apple device. Owning multiple Apple devices within
a family allows families to share purchases such as apps, music,
movies, and subscriptions without sharing accounts or passwords.

In this study, we examine how well users understand and utilize
privacy controls in shared contexts, exploring the extent to which
they can effectively maintain their sense of privacy while benefiting
from the convenience of shared devices.

We investigate three research questions:

(1) RQ1: How do families translate their needs through collabo-
rative family apps?

(2) RQ2: How do family members understand the privacy set-
tings of collaborative family apps?

(3) RQ3:What are the impacts that collaborative family apps
have on family relationships?

To answer these research questions, we first selected the 13 most
popular parental and collaborative family apps on app stores. We
compared the apps for their features to determine the personal
data collected from families when using the apps. We focused on
Apple’s Family Sharing and Google’s Family Link for an in-depth
comparison. Based on this, we then conducted a user study (N=20)
with a focus on users of Apple’s Family Sharing app. The study
examined how the app assisted families in day-to-day activities
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Figure 1: An overview of the key differences and similarities between Apple’s Family Sharing and Google’s Family Link. While
both apps incorporate many collaborative features, they differ slightly in some areas such as the setup process and roles and
hierarchies on the app. Apple’s Family Sharing is also exclusive to Apple’s devices while Google’s Family Link is available
primarily on Android but also on iOS. Both apps are very similar in the parental control tools they provide, such as app purchase
approvals, content restrictions, shared purchases, and managing a child’s account.

and the possible impacts the app had on parents and their families
when sharing personal data.

We found that many parents used parental control apps before
shifting to collaborative family apps. When using collaborative
family apps, parents highlighted privacy challenges due to sharing
content accidentally. In particular, this was when the content shared
was considered personal by the family member. In similar cases,
parents shared that they experienced the app having an impact
on their family relationships, either between partners or between
parents and children. Some of the privacy concerns expressed by
parents stemmed from a lack of information on how to control their
privacy settings on the app. We discuss how users understand their
privacy on the app and use the apps to serve their needs as a family.
We explore the implications that may occur when using the app to
share as a family.

We summarize our main contributions as follows:
(1) We provide an in-depth comparative analysis of popular col-

laborative family apps and an examination of their functionalities,
with a focus on Apple’s Family Sharing and Google’s Family Link.
We highlight the key differences and similarities between collabora-
tive family apps and the privacy controls of the roles on the app, (2)
we reveal concerns and challenges in collaborative family apps to
negotiate boundaries and manage content, and highlight potential
harmful implications that can affect parents and children using the
app, (3) we provide recommendations and design implications for
app developers and researchers that reflect family needs through
collaborative family apps.

2 Background and Related Work
Parents use a variety of online apps designed to help protect and
monitor their children’s behavior online. The large number of
emerging social media apps and media content has made the use
of such apps needed. People spend much more of their time online,
as a recent large-scale study in 2021 [81] with 11,875 children sug-
gested a relationship between screen time and the amount of sleep
and academic performance in children. This can be concerning to
parents, and it can motivate them to adopt different solutions to
restrict their children’s use of their phones. Parents are motivated
to adopt technology primarily to protect their children from on-
line risks like adult content, predators, and cyberbullying [45, 90],
and to maintain visibility over their activities [107]. For example,
GPS tracking is a common feature, and children aged 10–14 have
reported receiving mobile devices partly for this purpose [59]. How-
ever, while parents seek control, teens may use the same technology
to assert independence [64].

2.1 Theoretical Perspectives on Family Privacy
and Technology Use

We explore theories that examine the interplay between user pri-
vacy and technology adoption to translate individual needs and
family needs when using technologies.

Contextual Integrity (CI), proposed by Nissenbaum [75, 76],
frames privacy as the appropriate flow of personal information
within specific social contexts, where expectations depend on roles,
norms, and transmission principles. A violation occurs not when
information is merely shared, but when it is shared in a manner
that conflicts with contextual expectations. Contextual Integrity
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has been applied to different contexts, such as AI tools [53, 71, 87],
social media [6], and smart home personal assistants [1].

Privacy Calculus theory [60] explains how users make disclosure
decisions by weighing the perceived benefits of sharing against the
potential risks. Later work—especially in information systems and
HCI—expanded this theory to digital contexts (e.g., mobile apps
[58, 103], social media [98], smart devices [91], AI chatbots [69]).

Interdependent Privacy (IDP) [21] highlights that privacy is not
only shaped by individual decisions but also by the behaviors and
preferences of others in a shared system. IDP has been applied
to different contexts, like smart homes [7], social platforms [39],
co-location [79], and even genomic data sharing [20], where one
user’s actions can inadvertently expose others. However, an un-
derexplored dimension of IDP is restricted self-disclosure, that is,
situations where one user prevents another from sharing their own
information. Together, these theoretical perspectives demonstrate
that privacy in family settings is inherently relational, contextual,
and role-dependent. The current work builds on and extends this
body of research by highlighting how collaborative family apps not
only mediate interpersonal data sharing but also facilitate control
over others’ ability to manage their own data, a less examined yet
critical aspect of privacy in domestic technology use.

2.2 Challenges and Risks in the Use of Parental
Control Apps

2.2.1 Children and Teens. Research has explored the use of parental
control apps to monitor children and the effect of that on family re-
lationships. Parents rely on control apps to monitor their children’s
behavior online.

Parental control apps can feel overly restrictive—imposing ex-
cessive limitations that interfere with everyday use of devices and
create feelings of frustration or oppression—which may lead chil-
dren to rebel against parental authority [46]. In a recent study by
Feal et al. [37] on 46 apps with a combined 20M downloads, it was
suggested that parental control applications often pose privacy
risks for children [37]. Another study showed that teens who were
victimized online were likely monitored by their parents [47]. The
likelihood of children being exposed to security threats is common
from a family member or friend [108]. Research has also explored
the concept of sharenting and the normalization of parental mon-
itoring of children as a necessary aspect of child care [63]. One
potential risk identified is that surveillance of children may give
the message to children that they are not to be trusted [94].

Studies proposed that technology can be invasive to the privacy
of children [46] and can create tensions in relationships [32, 46, 59].
A study by Ghosh et al. [46] analyzed 37 mobile online safety apps
from Google Play and suggested that 14% of these supported bad
parenting and a lack of communication, while 35% of the apps were
overly restrictive for children [5, 46]. Children expressed resent-
ment when being monitored through their mobile devices [46, 47],
creating tensions in parent-child relationships [5, 47].

Research shows that parental rules often target screen time rather
than usage context [52, 59], while children seek privacy from par-
ents, such as by keeping social media accounts hidden [30, 59]. Some
studies suggest involving children more in parenting decisions [49].

2.2.2 Adults. Research on the use of apps for sharing information
between adults showed that collaborative use of technology can
have a positive impact on relationships, fostering stronger connec-
tions and promoting joint decision-making. Sharing information
can improve transparency and trust [9]. Collaboration on shared
tasks promotes teamwork and mutual support [24]. Sharing infor-
mation positively impacts relationship development [95].

Past research underscores how mobile phones and social media
apps can be exploited in relationships for harmful activities like
harassing, stalking, and revenge pornography [41, 42, 68]. Stalking
often involves the installation of spyware on the victim’s devices,
typically by an intimate partner, allowing invasive tracking of the
victim’s movements and communications [27]. Common stalking
tactics also include persistent, unwanted calls and messages [22].

Digital devices and online accounts are frequently shared within
close relationships (e.g., households, couples, siblings), and current
technology designs—often based on a single-user model—fail to
reflect the complexity, context, and relational nature of this shar-
ing. Matthews et al. [67] show that device and account sharing is
routine in households, including mobile phones, which are usually
assumed to be personal. They identify different types of sharing
and highlight motivations like trust and convenience. Jacobs et al.
[56] focus on couples and how they navigate access, often uninten-
tionally or without clear boundaries. They reveal the importance
of relationship context in determining what sharing is appropriate.
In cross-cultural sharing, sharing can be expected and normalized,
but not necessarily safe or private. Al-Ameen et al. emphasize
that privacy expectations are shaped by culture and access norms
[4]. Sambasivan et al. [89] examine how women in low-income
South Asian households navigate privacy on shared mobile devices.
Women often use phones controlled by male relatives, leading to
surveillance and restricted digital autonomy. To cope, women adopt
subtle strategies like deleting messages or using innocuous apps, a
practice the authors term “performative privacy” [89]. Therefore,
privacymay not be treated as a static, individualistic right but rather
a dynamic, negotiated process shaped by family, gender roles, and
collective norms.

In summary, prior work discussed the consequences of children
using parental control apps: children expressing resentment [46,
47], children hiding aspects of their online experience from their
parents [59], tensions in parent-child relationships [5, 47], and
privacy risks that children are exposed to even with the use of
these supposedly protective apps [37]. Prior work also highlighted
exposure of intimate partners and how technology is used as a
medium to facilitate such actions [22, 27, 66].

While previous research has explored the effects of monitoring
on parent-child and interpersonal relationships, it has largely fo-
cused on parental control apps that reinforce hierarchical dynamics
within families. Importantly, these studies have not delved into
how such apps impact the privacy of adults who use them, such as
co-parents or other guardians. Our work is the first to investigate
whether collaborative family apps offer a more effective way to
help families safely navigate online spaces. This study identifies key
challenges affecting both collaborative family apps and parental
control apps, providing insights that can guide future designs to
better serve the needs of all family members, including adults.
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3 Study I: Comparing Apps
In this study, we examine, compare, and summarize the features and
functionalities of 13 apps designed for family use, with a particular
focus on Apple’s Family Sharing and Google’s Family Link. These
two platforms were chosen as focal points due to their popularity
and their representation of the iOS and Android ecosystems, re-
spectively. Google’s Family Link, in particular, was selected as a
robust counterpart to Apple’s Family Sharing because it is widely
used and operates within the Android ecosystem.

3.1 Method of Study 1
We began by analyzing top-rated apps from the Google Play Store
and Apple App Store, as ranked by the stores’ algorithms based on
user ratings and relevance to search queries [15]. The apps are com-
pared according to the features that they offer and the platforms
they are available on. We updated our app list in 2025, building
on our original dataset collected in 2022. To ensure continued rele-
vance, we reviewed the top apps in both the App Store and Google
Play Store using keywords such as ‘parental control’ and ‘family
apps’. Apps were included if they had over 100,000 downloads, a
rating above 4.0, and offered at least two relevant features. As a
result, seven new apps were added, and the remaining apps from
the original 2022 list were confirmed to still be relevant.

The final list of apps were: Apple’s Family Sharing [14], Google
Family Link [48], Aura Parental Control [18], Bark Premium [19],
Kaspersky Safe Kids [57], Qustodio [85], Net Nanny [74], Norton
Family [77], OurPact [80], FamiSafe [104], Mobicip [70], Canopy
[25], and MMGuardian [82].

We employed a feature comparison approach, a commonly used
method in HCI and usability research, to systematically analyze the
functionalities and limitations of related technologies (e.g., [23, 43,
86, 96]). Feature comparison has been widely utilized in usability
evaluations and security studies to identify gaps and opportunities
for design improvements.

To ensure a systematic comparison, we followed a structured
process: (1) identifying key features based on prior literature and
system documentation, (2) defining criteria for the comparison, (3)
independently reviewing and validating features, and (4) resolv-
ing discrepancies through discussion. The feature selection and
classification were reviewed by the group of researchers, and dis-
agreements were addressed through iterative refinement, for the
sake of consistency.

Our goal was to identify the key differences in how traditional
parental control apps operate versus collaborative models by eval-
uating the range of features provided by each. Our investigation
revealed significant differences between collaborative family apps
and traditional parental control apps. Traditional parental control
apps typically adopt a hierarchical structure, where one user—often
a parent—exerts unilateral control over another’s device or activity,
such as setting screen time limits or content restrictions without
reciprocal access. In contrast, collaborative family apps, like Ap-
ple’s Family Sharing, incorporate other features apart from what
parental app controls provide, such as mutual visibility and shared
responsibility, including shared calendars, purchases, and location.
We focused on Apple’s Family Sharing and Google’s Family Link,
both collaborative family apps, and analyzed their features in depth,

as they provided more features than traditional parental control
apps in Table 1.

To thoroughly compare and analyze the functionalities and pri-
vacy options for every app, we examined the following sources
and documents using content analysis [35]: (1) The apps’ official
webpages and download sources, for the functions of each app; (2)
the privacy policies of Apple’s Family Sharing app and Google’s,
for information about data-handling processes; and (3) Apple’s and
Google’s support pages, for an initial understanding of the configu-
ration of different features. Content analysis allowed us to extract
relevant information about the presence of features such as location
tracking, screen time limits, media sharing, cloud space, apps and
subscriptions, and content filters, as well as the associated privileges
granted to different user roles (e.g., Organizer, Parent/Guardian,
Child). In addition to analyzing these documents, we conducted
cognitive walkthroughs of the apps to explore and evaluate their
features in practice. This step was performed exclusively by expert
researchers without user participation.

3.2 Results of Study 1
We provide a comparison of different parental and collaborative
family apps, noting their main features, in Table 1 in Appendix
8.4: location tracking, screen time allocation, media sharing, cloud
space, apps and subscriptions, and content filters.

Our analysis also serves the purpose of highlighting the differ-
ence between traditional parenting apps and collaborative family
apps. In this table, we observe through our analysis of app features
that traditional parental apps have in common that they mainly
provide monitoring features for child protection. The exceptions to
this are Apple’s Family Sharing and Google’s Family Link, which
allow members to share cloud storage plans and family photos and
locate each other’s missing devices [14]. For example, Apple’s Fam-
ily Sharing allows for customization of content so that each family
member can maintain their access to subscriptions and storage
space even in a family context.

To prepare content for the second study, we needed to conduct
background analysis of Apple’s Family Sharing. Apple’s Family
Sharing stands out as a uniquely comprehensive solution within a
closed ecosystem, offering content customization, purchase sharing,
location tracking, and subscription management within a unified
platform. This level of integration and control over digital family
interactions makes Apple’s Family Sharing a compelling case study
for understanding the privacy and usability challenges of collabo-
rative family apps. While Google’s Family Link shares some similar
features, its focus remains more on parental control, making Family
Sharing an ideal choice for an in-depth exploration of collaborative
digital parenting.

Due to the closed nature of Apple’s ecosystem, however, such
analysis could only be done on the documents distributed officially
by Apple [23]. We analyzed the official documents provided by
Apple on how to use Apple’s Family Sharing, and we looked at
the following features of Apple’s Family Sharing: Location Sharing
(GPS locator), Ask to Buy, Screen Time, Purchase Sharing, iCloud+
(Cloud Space), Apple Subscriptions and App Store Subscriptions
[12]. The initial study was carried out in 2022. However, with the
release of recent operating systems in 2024, we have updated Study
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Table 1: Analysis of parental control apps and family apps and their features. (*) Google Family Link doesn’t natively include
direct media-sharing features like Apple’s Family Sharing. However, you can still share media with Family Link by leveraging
other Google services that integrate with the Family Link ecosystem, such as Google Drive (cloud space) and Google Photos
(media).

Apps Type Location
tracking

Screen time
limits

Media Cloud
Space

Apps and
Subscriptions

Content
filters

Apple Family Sharing Collaborative x x x x x x
Google Family Link Collaborative x x x* x* x x
Aura Parental Control Parental Control x x x

Bark Premium Parental Control x x x
Kaspersky Safe Kids Parental Control x x x

Qustodio Parental Control x x x
Net Nanny Parental Control x x x

Norton Family Parental Control x x x
OurPact Parental Control x x x
FamiSafe Parental Control x x x
Mobicip Parental Control x x x
Canopy Parental Control x x x

MMGuardian Parental Control x x x

I to reflect the latest version of Apple’s Family Sharing app and
Google’s Family Link to provide a contrast between these two
family solutions provided on iOS and Android, respectively.

3.2.1 Apple’s Family Sharing. The following are the main observa-
tions of the functionality of the features of Apple’s Family Sharing,
as well as their privacy configurations. This work includes anno-
tated screenshots of the app interface as supplementary materials
[8].

(1) Roles in Apple’s Family Sharing: Roles in Family Sharing assist
in organizing privileges. The roles are defined as the following: (i)
Organizer (admin): the main admin who sets up the family group
and manages members, roles, purchases, and sharing settings. (ii)
The Parent/Guardian: an adult who can manage child settings like
screen time and purchase approvals but cannot change family roles.
(iii) Adult: a regular family member who can access shared content
but cannot manage other members or settings. (iv) Child: a minor
with restricted permissions who needs adult approval for purchases
and has limited control over their account. Children below the age
of 13 cannot create Apple IDs on their own (this varies by region)
[11]. A summary of the roles, privileges, and hierarchies is found
in Table 2.

(2) Location tracking: Family members can keep track of each
other’s locations. Apple’s Family Sharing allows family members to
decide if they want to share their location or not. Family members
can assist each other to find their lost devices. Family members can
check the device’s online/offline status, play a sound, or completely
erase the device [10].

(3) Sharing content with family members: Family Members can
also share apps and purchases from the iTunes Store, App Store,
Apple Books, and Apple TV Purchases [13].

(4) Controlling privacy on the app: If a family member decides to
leave the family—that is, no longer use the Apple’s Family Sharing
app—certain things will change. The member’s Apple ID will be
removed from the family group and they will no longer have access

to the items shared by the family. It is important to note that a
child cannot quit a family the same way adults can. Other personal
information that will stop being shared with other family members
include location, previous purchases, photo albums, and calendars.

Variances in the interface in the app between 2022 and 2024: There
were small updates in the interface since the study was conducted
in 2022 e.g., more tips for users. A tip under the family usernames
indicates more information about what happens when you add
features like adding a family member to an emergency contact,
sharing location, or adding a recovery contact or legacy contact.

3.2.2 Google’s Family Link. In Google’s Family Link, there are two
primary roles: Parent and Child. The roles and privileges in Google’s
Family Link are summarized in Table 3. The privacy configurations
available to children are primarily controlled by their parents. This
means that when parents grant children permission, many settings
are available for them to manage, such as controls that affect what
data is saved to their Google account. These settings include: Web
& App Activity, Location History, and YouTube History.

Children may have restricted or a "limited” degree or control or
access to these features (see the list of features in Table 3).

With the app, Parents can: (1) Manage apps: approve or block
apps that children can download from the Google Play Store. (2)
Manage screen time: set daily usage limits to help manage screen
time. (3) Set content filters: enable SafeSearch to filter explicit content.
(4) Set location tracking. (5) Manage contacts: on Google Hangouts
or Messages.

Children can control some aspects of these features in the app,
but more comprehensive privacy settings related to these features
are controlled by the Parent:

(1)View andmanage Google activity controls: childrenmay be able
to view web searches and location history, but they cannot turn off
these controls without their parents’ permission. (2)Modify personal
information: children can view their personal information, such as
name or profile picture, but changes to important details such as
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Table 2: The table illustrates the different privileges of roles in Apple’s Family Sharing. The Organizer represents the adminis-
trator in this setting. Only the family Organizer can set up purchase sharing, assigning roles to members and addingmembers to
the family. The Organizer and the Parent/Guardian can both approve Child-related settings (for instance, approving purchases
and downloads for a Child).

Features Child Adult Parent/Guardian Organizer

Can create a family x
Can delete a family x
Can assign roles x
Can add members x
Create Child Account x x
Enable Ask to Buy for child x x
Manage screen time settings x x
Approve Ask to Buy requests x x
Approve Downloads x x
Approve Purchases x x
Approve Apple Books x x
Approve iTunes x x
Stop Using Family Sharing x x x
Setup Purchase Sharing x
Setup iCloud+ x x x
Access to Location Sharing x x x x
Access to Ask to Buy x
Access to Screen Time x
Access to Apple Subscriptions x x x x
Access to App Store Subscriptions x x x x
Access to iCloud+ x x x x

Table 3: The table illustrates the different privileges of roles in Google’s Family Link. The Parent/Guardian role represents the
administrator in this setting, who is capable of managing the device and account settings for the Child.

Features Child Parent

Create Child Account x
Approve App Downloads x
Set Screen Time Limits x
Manage Google Activity Controls Limited x
Enable SafeSearch x
Monitor Location x
Access to Google Services x x
Modify Personal Info Limited x
Manage App Permissions Limited x
Control YouTube Settings Limited x
Adjust Google Ads Settings Limited x
Use Google Assistant x x
Access Communication Tools x x

name, password, or email can only be done by the parent. (3)Manage
app permissions: modifying permissions may be restricted, or it
requires parental approval. (4) Control YouTube settings: children
may be able to use YouTube or YouTube Kids within parameters
set by the parents. (5) Adjust Google Ads settings: children may be
able to toggle some settings of the ads they see, but comprehensive
ad settings are often controlled by the parent.

4 Study II: Qualitative Study
To study users’ motivations toward using collaborative family apps
and their perceptions of privacy on the apps, we conducted a follow-
up qualitative study. In this phase, we captured users’ insights
into what motivates them to use collaborative family apps, their
perceptions of privacywhen using the app and their different virtual
roles, and, finally, whether family apps impact their family relations
in any way.
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We selected Apple’s Family Sharing as a running case study
because Apple’s Family Sharing is exclusive to Apple devices and
is not accessible on Android, setting it apart from other apps. We
wanted to explore families’ experiences using a collaborative app
that specifies a shared ecosystem. Additionally, research that fo-
cuses on Apple’s devices is significantly underexplored, making
this study an important contribution to understandings of its dis-
tinct capabilities and user experiences. Moreover, as we explored in
Study I, other collaborative family apps share similar core features.

4.1 Recruitment and Screening
We conducted a screening survey on the User Interviews platform
[55], which enabled us to reach diverse demographics. The platform
allowed recruitment from a variety of countries, specifically the
United States, the United Kingdom, South Africa, Canada, Germany,
France, and Australia. We chose to retain all eligible participants
from these countries—rather than limit our study to one country—in
order to capture a broader range of parental experiences with Apple
Family Sharing. This approach enhanced the diversity and applica-
bility of our findings within the geographical constraints imposed
by the platform (see also Section 6.5 for a discussion of this lim-
itation). A total of 35 parents responded to the screening survey.
Of these, 20 participants (57%) were selected to take part in the
study, as this number was sufficient to reach data saturation, that
is, where no new themes or insights were emerging. Participants
were eligible if they were available, used Apple’s Family Sharing,
completed all questions in the screening survey, and had children.
The survey included questions about their use of family apps, the
devices connected to these apps, and their family structure (e.g.,
number of family members and their roles). Demographic infor-
mation such as gender, marital status, living situation, education
level, number of children, and household income was automatically
provided by the platform through participant profiles.

4.2 Ethical Considerations
Our academic institution concluded that prior ethics approval was
not required, as no personally identifiable information or similarly
protected identifiable data was collected from the participants and
the study did not directly involve minors. We followed the guide-
lines of our institution and the best practices of conducting ethical
research in Computer Science [33]. All participants were provided
information sheets describing the details about the data collection
and storage practices. We encouraged participants to contact us for
any questions before and after the interview sessions if they had
any concerns related to the privacy of their data or other matters.

A potential ethical consideration in this study is that parents
may have shared information about their children during inter-
views that the children themselves might not have consented to
disclose. The nature of household technologies and parenting often
led to discussions that included children’s behaviors and prefer-
ences surrounding privacy. To mitigate this concern, we did not
collect identifiable information about children. We focused on par-
ents’ reflections on technology use within the family context.

4.3 Participants
Participants were aged between 32 and 57 years old (mean = 42.6,
SD = 7.2) from the United States of America (80%), United Kingdom
(15%), and Germany (5%); 65% were women, and 35% were men.
While 80% of the parents were married or in a civil union, 15% were
either divorced or separated, and 5% had never married. Further-
more, 70% of parents lived with their husband or wife, 15% lived
with a significant other, and 10% lived alone. All of the parents had
children: the majority of the parents (45%) had an adolescent child,
and 40% had a school-aged child; more details can be found in Table
4 (for detailed tables, see Appendix 8.3).

All parents had used Apple’s Family Sharing App for at least
9 months, and they used at least two features of the app. More-
over, 85% used other family apps (e.g., 25% used Family 360, 25%
used Google Family Link, 20% used Microsoft Family Safety, and
15% used Qustudio). Most of the parents (70%) connected Apple’s
Family Sharing app to at least 3 devices with at least 3–4 members
using the app. Most parents (95%) shared one or more devices with
family members; more details can be found in Table 5. The family
app features’ details and compatibility platforms can be found in
Appendix 8.4.

4.4 Interview Sessions
We conducted semi-structured interviews remotely fromApril–May
in 2022. The interview sessions were 45–50minutes long on average.
Parents were compensated through the User Interviews platform
with gift cards worth 30 USD after completing the interview ses-
sions. Interviews were audio-recorded and transcribed by a third-
party company. The interviews were then proofread for syntax
issues.

4.5 Qualitative Data Analysis
The semi-structured interviews covered the following topics: (1)
household arrangements, (2) using collaborative family apps, (3) per-
ception of privacy on the app, (4) understanding of functionalities
on the app (e.g., creating accounts, sharing information, devices
connected to the app), (5) privacy configurations of features on
the app, (6) and impacts on family relations due to using family
apps. Several topics were aimed at indirect data collection, such
as questions about children’s privacy expectations, device usage,
and reactions to features like Screen Time and Ask to Buy. These
questions sought to capture parental interpretations of their child’s
experiences, rather than direct input from the children themselves.

The complete interview guide is presented in Appendix 8.2 and
a summary of central topics in Table 6.

The interface changes between 2022 and 2024 do not impact
the findings of our interview study, as participants were not asked
specifically about the app’s interface. Instead, the focus was on
their overall experience with the app and how it affected their lives
and relationships. Additionally, the core functionalities of the app
have remained consistent year to year, ensuring that any design
updates do not alter the key insights drawn from the participants’
experiences.

To analyze the semi-structured interviews, we adopted a hybrid
approach [28, 61]. We used ATLAS.ti [17], qualitative data analysis

818



Collaborative Family Apps: A Comparative Study and Parents’ Experiences Proceedings on Privacy Enhancing Technologies 2025(4)

Table 4: Participant Characteristics: Age, Gender, Occupation and Members Using the App. The age categories are as follow:
Infant (<1 year), Toddler (1–3 years), Preschooler (4–5 years), School-aged (6–12 years), Adolescent (13–17 years), and Adult (18+
years). The number of children is denoted in between parentheses (e.g., (1) Adolescent).

# Age Gender Occupation Members Using the App

P01 40 Man Data Analytics Analyst Mother, Father, (2) School-aged, Grandmother, Grandfather
P02 39 Woman Manager/Assistant Manager Mother, (3) Unknown ages*
P03 37 Man Business Analyst Mother, Father, (1) Preschooler
P04 45 Man Machine Maintenance Mechanic Mother, Father, (1) Adolescent; (1) Adult
P05 50 Woman Office Manager Mother, Father, (1) Adolescent, (1) Adult
P06 38 Woman Personal Care Worker Mother, Father, (4) Adolescent, (1) Toddler
P07 36 Woman Registered Nurse Mother, (1) School aged
P08 49 Woman Consultant Mother, (2) School-aged
P09 45 Woman Teacher/Teacher Trainer Mother, Father, (1) School-aged; (2) Adult
P10 35 Woman Certified Personal Trainer Mother, (1) School-aged, (1) Adolescent
P11 35 Woman Speech Language Pathologist Mother, Father, (2) Toddler
P12 37 Woman Manager Mother, Father, (1) Preschooler
P13 55 Man Chief Operating Officer Mother, Father, (1) Adolescent
P14 44 Man Digital Director Mother, Grandmother, (2) School-aged
P15 46 Man Supervisor Father, (2) Adolescent
P16 57 Woman Home maker Mother, Father, (1) Adolescent
P17 52 Woman Engineering Program Manager Mother, (1) Adolescent, (1) Adult
P18 44 Woman Teacher Mother, Father, (1) Preschooler, (1) School-aged, (1) Adolescent
P19 32 Woman Office Personnel Mother, Father, Grandmother, (1) Preschooler
P20 36 Man Critical Care Registered Nurse Father, (1) Preschooler, (1) School-aged, (1) Adolescent

Table 5: Participant device and app use based on screening survey responses:

Device(s) and app use N = 20 % Device(s) and app use N = 20 %

Apps Used (Other Family Apps) Features from other apps
Google Family Link 5 25% Location Tracking 14 70%

Family 360 5 25% Screen Time 11 55%
Microsoft Family Safety 5 25% Content Filters 8 40%

Qustudio 3 15% Media 6 30%
iSharing 4 20% Cloud Space 7 35%

Norton Family Parental Control 4 20% Apps and Subscriptions 8 40%
Others 7 35% Features Used (Apple’s Family Sharing)

Do not use other apps 2 10% Apple Music 14 70%
Family members using Family Sharing iTunes and App Store Purchases 16 80%

1 - 4 members 15 75% iCloud Storage 16 80%
More than 5 members 25 5% Location Sharing 17 85%

Number of Devices Connected Screen Time 12 60%
iPhone 20 100% Others 2 10%
iPad 16 80% Role on (Apple’s Family Sharing)

MacBook (Air, Pro) 13 65% Organizer 8 40%
Apple Watch 6 30% Parent/Guardian 12 60%

iMac 4 5% Duration to use Apple’s Family Sharing (years)
Role in Family Less than 1 year 3 15%

Parents 18 90% 1 - 2 years 8 40%
Older Sibling, Uncle/Aunt 1 5% 3–4 years 3 15%

Other 1 5% more than 5 years 4 20%

819



Proceedings on Privacy Enhancing Technologies 2025(4) Bourdoucen et al.

Table 6: Summary of central interview topics, research inten-
tions, and sample questions from interview script.

Topic(s) Research Intention Sample questions
Households,
Permissions,
Individual
Privacy

To understand how indi-
vidual privacy is defined
vs. collective use of the
app as a family

Do you have any concerns
about your own privacy
being affected by Family
Sharing?

App Function,
Connected De-
vices, Features

To understand how
users use the app to
translate their needs

Have you set some infor-
mation to be hidden from
other family members?

Configurations,
Disabling, En-
abling Sharing

Participants’ thoughts
on controlling privacy
configurations on the
app

What happens when you
stop sharing on Family
Sharing?

Impacts, Ef-
fects, Family
relations

Participants’ perception
of how the app may im-
pact their family rela-
tionships

Do you think using Fam-
ily Sharing can affect
your relationship with
your child?

software, to support the systematic organization, coding, and re-
trieval of data. This tool was selected for its ability to manage large
volumes of qualitative data efficiently and to facilitate collaborative
coding through structured codebooks and memoing features. Prior
to coding the interviews, the two authors agreed on higher-level
categories for the code book. The higher-level categories corre-
sponded to the main topics of the interview guide: motivations to
use family apps, sharing content with family members, features
and functionalities of the app, privacy configurations, setup, and
effects of using family apps. The first author proceeded to code two
interviews with higher-level codes and noted inductive codes that
emerged. The first and second authors discussed the codebook and
generated a new codebook that was used to code two more different
interviews. The two authors discussed the codebook again, and
since no more codes were introduced, the first author completed the
coding of the remaining interviews using the finalized codebook.
The final codebook can be found in Appendix 8.5.

5 Study II: Results
The themes identified in this study are in the context of Apple’s
Family Sharing: Facilitating Family Connection and Content Shar-
ing, Navigating and Interpreting Privacy Settings, and Influence of
Collaborative Family Apps on Families. However, these themes tran-
scend the boundaries of a single platform. The themes illuminate
broader patterns of family interactions, privacy management, and
the potential impacts of the usage of collaborative family apps on
families.

5.1 Facilitating Family Connection and Content
Sharing

Collaborative family apps like Apple’s Family Sharing have been in-
tegrated into families’ routines. Collaborative family apps have been
shown to facilitate communication, such as calendars and events
and sharing of content, including pictures and videos. Participants
discussed how they shifted from traditional parental control apps
to collaborative family apps, using screen management tools for

parenting, and location-sharing features for additional reassurance
about their children’s whereabouts.

5.1.1 Shifting from Parental Control Apps to Collaborative Family
Apps. Nearly half of the participants (13/20) reported transitioning
from traditional parental control apps to collaborative family apps,
such as Apple’s Family Sharing. Parents cited the following moti-
vations for this shift: location sharing, budgeting, app purchases,
screen time management, and ease of use of the app. The primary
motivation for this shift, however, was the shared ecosystem in the
household, where all the family members used Apple devices.

One parent described how device compatibility in the household
shaped their experience: “I used Google [referring to Google’s Family
Link app] for a while but Apple is just more convenient because I have
the iPad and then a MacBook and an iPhone so everything kinda just
syncs, so I pretty much use Apple now ... I’m a mom of three so easy
is [laughing] what I look for” (P07).

We also observed that when one parent used a different device
model, such as an Android phone, the parent with the Apple device
took on the role of the primary parent on the app.

5.1.2 Screen Time Management as a Parenting Tool. Almost half of
the parents (15/20) used the collaborative app’s screen time manage-
ment feature as a rewarding system or discipline tool for children.
During the COVID-19 pandemic, this feature became critical for
managing routines: “Lately what has happened with COVID, the
first year and a half kids were being schooled from home, and so
that’s almost messed up everybody’s sleep time. I make my husband
do it [set screen time restrictions] because I’m always a bad person
otherwise” (P14). Screen time management is not a particularly new
feature in family digital apps; it has been one of the staple features
of parental control apps. However, in the context of collaborative
family apps like Apple’s Family Sharing, our findings revealed a
desire for more granular controls. This includes features like per-
app time restriction and the ability to customize limits based on
specific app categories, such as social media apps.

5.1.3 Location Sharing as a Safety Assurance. The majority of par-
ents (14/20) emphasized the importance of location sharing; this
was driven by safety concerns. These concerns ranged from want-
ing to stay informed about their children’s whereabouts to more
extreme fears, such as human trafficking. “Spooky scary things that
you hear on the news. I’m a high school teacher, so students go miss-
ing, and I’m concerned because I know all teenagers basically have a
cell phone and I don’t know why they can’t find them. We’ve got sex
trafficking everywhere. So that raises an alarm for me” (P18).

5.1.4 Sharing A Virtual Space. Several participants described the
convenience of shared photo albums or cloud space, but with hesi-
tation about losing control over what gets seen. “I would share to
the shared album because, you know, it makes it easier. . . but I also
don’t want everyone to see everything" (P09). And “Your personal files
are private until you share them, and then the app doesn’t always tell
you who exactly can see them" (P13).

The embedded nature of Family Sharing in the Apple ecosystem
further influenced these decisions. Participants described switch-
ing to it from other apps due to device compatibility, with privacy
decisions influenced more by infrastructure than intent. “I do just
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because, but I kind of cast [privacy concerns] away because it’s con-
venient" (P06).

5.1.5 Selective Sharing and Workarounds. Several participants de-
scribed creating personal workarounds to avoid oversharing. This
included manually excluding sensitive photos from shared albums,
avoiding family cloud storage, or using external tools for private
communication. “I avoid putting things in shared albums if they’re
personal, I just send them directly" (P08). And “I like that you can
pick what to share... but I’m never really sure if it worked" (P14).

5.2 Navigating and Interpreting Privacy Settings
The use of collaborative family apps, such as Apple’s Family Sharing,
revealed confusion and concern about the app’s privacy controls,
including role-based access, data visibility, and shared information
boundaries.

5.2.1 Role Hierarchies and Misunderstandings. While many par-
ents understood the basic difference between Child and Adult roles,
few were confident about what each role could access or control.
Most parents (11/20) understood the differences between the Par-
ent/Guardian role and the Child role, roles such as Organizer, Par-
ent/Guardian, and Adult caused confusion, such as the assumption
that there is no difference between the latter two roles, and how
much control these roles have over users’ privacy on the app. This
confusion led to unintentional disclosure and control mismatches.
“My husband is listed as an adult but not a parent or organizer, and I
had no idea that meant he couldn’t approve anything for the kids"
(P06). And “There are too many layers. I wish it just said what each
person could do"(P11).

5.2.2 Perceived Data Retention and Transparency. Participants ex-
pressed uncertainty about what happens to data once sharing set-
tings are changed. Many were unsure whether previously shared
data remained accessible. Parents speculated about how the col-
laborative family apps handle data when features such as iCloud
and Location Sharing are disabled (for example, wondering if after
disabling iCloud, personal data might still be stored somewhere
but cannot be accessed). Others suspected that personal data can
be retained by the app, despite this feature being turned off. A few
other parents also believed that family members can still access
older locations, or that other family members can see each oth-
ers’ locations despite it being disabled in the app. “Even if I turn
off iCloud, does that mean the other person can’t still see what was
already there? I don’t know and it’s not clear" (P17). And “It doesn’t
tell you what will happen after. And if it’s saying it in the fine print,
who reads those? We just click agree” (P06).

5.2.3 Accidental and Interdependent Sharing. Participants reported
that data sometimes became visible to others unintentionally. Ex-
amples included shared calendars, synced photos, and app activity
being accessible across accounts. “My partner got mad because some-
thing showed up on our shared calendar that I didn’t mean to share”
(P19). And “Probably if a man or a woman forgot that they were
sharing their location, that would be a privacy issue” (P11).

Some parents (9/20) described that they did not know how to
restrict information-sharing effectively.

5.2.4 Financial Data and Trust. Several participants expressed con-
cern about shared financial data, such as credit card information
being visible to others in the family group. “Why can only one person
use a card? It makes no sense. We argued about whose card to use"
(P12). And "I trust Apple more than I trust my kid with my card, but
I do wonder if the data sticks around after I remove it" (P10).

5.2.5 Temporal Dimensions of Privacy. Participants questioned the
longevity of shared information after removing a family member or
disabling sharing features.“When you remove someone from Family
Sharing, can they still see your location?” (P09). And “I worry about
how long the app remembers things we shared before” (P13).

5.3 Influence of Collaborative Family Apps on
Families

Collaborative family apps like Apple’s Family Sharing impacted
family dynamics by influencing how boundaries and relationships
are negotiated. These apps can influence trust, autonomy, and con-
trol within households. While these apps enhance transparency
and improve communication, they can also introduce sources of
tension related to privacy and financial conflicts.

5.3.1 Effects on Parent-Child vs. Parent-Other Parent/Partner. Fam-
ily Sharing mediated two distinct types of interpersonal relation-
ships in the home: those between parents and children, and those
between parents or adult partners. Participants described unique
privacy tensions and expectations within each relationship type.
These tensions were shaped by role assumptions, monitoring ex-
pectations, and degrees of digital literacy.

In parent-child dynamics, parents exercised a high degree of
control and oversight, often justifying this based on the child’s age
or perceived lack of judgment. Children were expected to adapt
to configurations set by adults, sometimes without full awareness
of what was being shared or visible. “I can see my two daughters’
locations and then all their devices, so even their AirPods, their iPads,
their iPhones. She [one of his daughters] got her first boyfriend a
couple months ago, I could see she was visiting his house so I drove
by his house and they didn’t know. [When asked if the daughters
voluntarily share their location, the participant replied:] I pay their
bill” (P15).

In contrast, relationships between co-parents or adult partners
introduced more complex negotiations around control, autonomy,
and privacy boundaries. These dynamics were more reciprocal and
often revealed tensions or suspicions when visibility or control
settings were misaligned or unclear. “Yeah because if they’re going
through pictures and you know that they’re gonna find stuff they
don’t want to see" (P11).

5.3.2 Cultural and Gendered Variations in Privacy Expectations.
Privacy norms varied across different cultural backgrounds. As an
example, P20, an African-born parent, contrasted her upbringing
with European norms, reflecting on the use of the app. “I think
European culture is different from where I’m coming from, so I’m
an African, you know. I was born in Africa although I was raised
in Europe. I always tell my kids, for example, I was born in Africa,
you were born in Europe, doesn’t mean that you can misbehave or do
whatever you like. Yeah, privacy is paramount; however, their safety
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for me supersedes that. It’s irrespective of how they feel as invasion of
privacy” (P20).

Several parents (6/20) changed their parenting strategies on the
app based on their children’s age and gender, impacting the level
of privacy they allowed the child on the app. Participants thought
that younger children required more strict rules because of their
age and lack of awareness of digital risks. Parents expressed greater
concerns for daughters compared to sons. “She’s a girl, so I’m more
cautious. I check her location more. With my son, I’m not that wor-
ried"(P17).

5.3.3 Relationship Tensions and Privacy Boundaries. Participants
recounted relationship strain due to mismatched assumptions about
what was visible to whom, or when a change in settings triggered
suspicion or conflict. These situations often revealed underlying
privacy expectations that were not aligned. “My husband didn’t
know I turned off iCloud syncing. He got suspicious and asked what I
was hiding” (P06).

5.3.4 Digital Consent and Unawareness. Participants expressed
concern that other family members, particularly children or older
adults, were unaware of the extent of data being shared or mon-
itored. This lack of awareness undermined the possibility of in-
formed consent within the family network. “My daughter didn’t
even know I could see her app activity" (P11).

5.3.5 Device Sharing and Cross-Account Visibility. Participants de-
scribed how shared devices, such as iPads or computers, created
unexpected visibility into private content like calendars, messages,
or photos. This overlap between accounts and devices created ac-
cidental exposure. “I didn’t know my calendar was syncing to his
device too” (P08). Parents also maintained the passwords of their
children’s account even if they were part of the app: “I know their
passwords to their phones, so I have to be able to watch them and Find
My iPhone” (P16).

6 Discussion
This study explored the use of collaborative family apps to navigate
family dynamics and privacy needs. The study answers the follow-
ing research questions: (RQ1) How do families translate their needs
through collaborative family apps? (RQ2)How do family members un-
derstand the privacy settings of collaborative family apps? and (RQ3)
What are the impacts that collaborative family apps have on family
relationships? We examined these research questions by conducting
a comparative analysis of collaborative family apps and parental
control apps, with a focus on Apple’s Family Sharing and Google’s
Family Link. We then identified through our qualitative study why
families shift to collaborative family apps, and how they manage
their privacy expectations and boundaries on the app. Our findings
reveal usability issues with these apps, which impact families in
different ways.

6.1 Why Collaborative Family Apps (RQ1)
Sociological research has extensively examined the changing dy-
namics in modern families and the privacy of digital spaces [51, 93].
Technologies have also led to new forms of communication [36]. In
collaborative family apps, we observe that this shift impacts how
parents translate their needs on the apps, and how they negotiate

privacy with children. There is a shift from using the app individ-
ually to engaging with it as a collaborative tool. This transition
appears to be driven by the functionalities participants found use-
ful—such as shared purchases and managing a common vendor—as
well as the overall ease of use enabled by Apple’s mature ecosystem.
While these align with factors often associated with technology
adoption [31], participants emphasized practical convenience and
social coordination over abstract models. However, collaborative
apps also bring a range of privacy risks that distinguish them from
other contexts. Parents voiced concerns about unintended visibility
into each other’s purchases, the inability to fully control what fam-
ily members can access or view, and the potential for overstepping
boundaries and the impact the app may have on family relations
by creating tensions driven by the use of the app.

The study also explored two very popular collaborative apps:
Apple’s Family Sharing and Google’s Family Link. Collaborative
Family apps play a significant role in defining family roles, both in
real life and in the virtual space. For example, Apple’s Family Shar-
ing offers four distinct roles, while Google’s Family Link provides
two. Our data revealed that participants often found the various
roles on Family Sharing confusing. This highlights the importance
of designing digital roles that are intuitive and align with how fam-
ilies understand and navigate their responsibilities. When users
clearly understand the scope and control associated with each role,
it can significantly influence the privacy settings they choose for
themselves and others, ultimately shaping how families manage
their shared digital spaces.

Both Apple’s Family Sharing and Google’s Family Link include
parental control features, such as app purchase approvals for chil-
dren and screen time management. However, the apps differ in
areas like ecosystem compatibility. Our interviews revealed that
parents who did not share the same digital ecosystem as their fam-
ily members were often excluded from the parenting process on
the app (e.g., if all the family members are using Apple devices and
one parent is using an Android device). This creates a significant
barrier to using these tools, as non-ecosystem parents are unable
to participate fully. A potential solution could be to design cross-
platform compatibility, enabling parents using different ecosystems
to engage equally in managing family settings and controls.

6.2 Managing and Negotiating Privacy
Boundaries (RQ2)

Families’ privacy expectations were fluid and contextually depen-
dent. Participants often had implicit norms about what should or
should not be visible, but the app’s defaults did not always match
those norms. For instance, shared photo albums, calendar entries,
and financial data sometimes led to accidental exposure, especially
when users misunderstood role-based permissions.

This mismatch between users’ privacy expectations and actual
configurations suggests that privacy boundaries are fuzzy and rela-
tional [83, p.337], rather than fixed. Role misunderstandings (e.g.,
thinking that Adult and Organizer had equivalent powers) con-
tributed to unexpected visibility, and participants lacked clarity
about what data persisted after settings were changed or mem-
bers were removed. Such uncertainty challenged the legibility and
predictability required by Contextual Integrity [75, 76].
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Participants’ decisions reflected a Privacy Calculus [60], in which
users weighed the potential privacy risks—such as visibility into
purchases or location—against perceived benefits like convenience,
parental reassurance, and smoother family coordination. As one
participant summarized, “I cast privacy concerns aside because it’s
convenient.” However, in the context of Family Sharing, this calculus
is shaped by two interrelated dimensions. First, the app context
introduces specific tradeoffs: participants sought conveniences like
centralized purchases or parental control, but faced costs such as
a lack of granular control and unintended exposure of personal
content. Second, the interpersonal dynamics of family life added
complexity to privacy decision-making. Participants were not only
evaluating risks for themselves but also for (and from) other family
members—introducing a layer of collective interpersonal privacy.

These complexities surfaced in selective sharing behaviors and
workarounds that participants opted for to avoid oversharing, (e.g.,
excluding sensitive photos from shared albums). Theseworkarounds
were often ad hoc, reflecting uncertainty about the app’s default set-
tings and limited visibility into who could access what information.
These practices suggest a nuanced negotiation of privacy within
the collaborative environment, where users selectively engage with
features based on their trust in the system and their confidence in
understanding its boundaries.

The Organizer is the virtual head of the household, or the admin,
who can control the app usage of other members. We explored
participants’ level of understandingwhat each role can do, including
the role of the Organizer. Our findings revealed misunderstandings
around the privacy controls of different roles on the app, such
as Parent/Organizer vs. Adult. As covered in the first study, we
observed that different roles in the app have different levels of
power to control the usage and data sharing of different features of
other family members’ devices. Misunderstanding what each role
can do can potentially risk establishing clear boundaries around
shared information. Further research is needed to better understand
how these virtual boundaries are negotiated with changing contexts
and how these can affect family dynamics.

As seen from the data, location sharing not only fosters a sense
of security but also reflects societal narratives of fear and risk that
parents have, which are essential for children’s safety. However,
these tools also introduce potential tensions around trust and au-
tonomy within families. Our findings about the negative impacts
of monitoring are aligned with a prior line of research that exam-
ined parents monitoring children’s device use. Studies suggest that
children often express resentment [46, 47] and develop a need to
maintain their privacy in relation to their parents [30, 59].

6.3 Collaborative Family Apps and Family
Dynamics (RQ3)

Collaborative parental apps mediated two distinct relational dy-
namics: parent-child and co-parenting (or parent–other adult) rela-
tionships. These relationships were impacted differently:

Monitoring tools like location sharing or screen time controls
often amplified power asymmetries in parent-child relations. Chil-
dren adapt to adult configurations (“Ask to Buy” and screen time
restrictions) and parental justifications (“I pay the bill”). Differential
treatment based on age and gender also emerged, with daughters

being more closely monitored than sons, shaped by both safety
concerns and cultural norms. Parents justified monitoring as a priv-
ilege tied to financial responsibility. Yet, the monitoring aspect was
often perceived by children and teens as distrustful. This perception
aligns with existing literature on digital surveillance in families,
which has shown that monitoring can strain parent–child relation-
ships and provoke resistance, negotiation, or disengagement from
technology use altogether (e.g., [26, 44, 84, 101, 106]).

These dynamics reflect a form of Interdependent Privacy (IDP)
[21], where one individual’s decisions (e.g., a parent’s configura-
tions) shape another’s privacy experience. Prior work on IDP often
focuses on sharing others’ data—such as in smart homes, social
media, or genomics—but this study reveals an underexplored angle:
the restriction of one’s own ability to share personal data. For ex-
ample, a child may be unable to access or post to social platforms
or use location-based features, not by choice but due to parental
control settings. This reversal of typical IDP framing—where the
constraint lies not in data disclosure but in the denial of autonomy
to disclose—highlights how collaborative family apps may mediate
privacy for others beyond one’s own privacy.

Participants reported tensions stemming from unclear bound-
aries and accidental disclosures between parent-other parent/partner
relationship dynamics (e.g., financial info or synced calendars).
These incidents suggest that even among adults, trust and control
are negotiated, not given—reinforcing that collaborative apps are
not neutral tools but active agents in relational power dynamics.

6.4 Recommendations and Design Implications
for Collaborative Family Apps

Based on the study findings, we provide actionable design recom-
mendations to guide the development of collaborative family apps:

6.4.1 Navigating autonomy and supervision in digital parenting.
Collaborative family apps should offer more granular controls.
Participants shared that they wanted per-app screen time limits
and customizable monitoring that can be adjusted with the child’s
age [54] or good behavior [102]. Although collaborative family
apps offer monitoring features, some parents still felt compelled to
manually check their child’s device—often by knowing the child’s
password—as a way to ensure safety and oversight. Rather than
relying solely on technical control, families could benefit from co-
creating rules and fostering open communication about why certain
boundaries [54, 78], such as password sharing, may be necessary in
specific situations (e.g., a parent describing finding inappropriate
websites on their child’s device). These methods could foster more
trust and open communication in households.

6.4.2 Misunderstanding of hierarchies and data practices. To min-
imize unintentional conflicts, accidental sharing, or unclear role
distinctions (what each role can access or control), collaborative
family apps could offer personalized nudges [92], short and clear
descriptions, or a simplified taxonomy [38] to each user on the dif-
ferent roles and how the other roles impact the individual’s device.
This might include, for example, narratives and story telling [105],
such as incorporating real-life scenarios of what different access
and controls roles have (e.g., Organizers can can assign a role to
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others, while Adults cannot do that, while both of these roles can
approve the purchases of someone with a Child role).

The app can provide information to users when a privacy config-
uration is changed, in order to let them know what has happened
with to their data. For example, if a parent chooses to disable pur-
chase sharing, the app should notify the family member about what
happens to their personal information, such as credit card data.

Additionally, collaborative family apps can provide educational
content on apps that is specific to different areas and topics, like
online safety, culturally sensitive materials for privacy and other
relevant topics for parents.

6.4.3 Diverse family structures and cultural norms. Collaborative
family apps could introduce customization to payment settings
to accommodate various family needs, such as: (1) allowing more
members on the app to add their payment information to manage
purchases on the app, to ease the burden of the purchases on a
single user, and (2) providing an option for older children to also
contribute to app purchases, to further support children’s auton-
omy. Prior research has discussed the communication gap between
parents and children due to variations in technology perspectives;
while children are more familiar with technologies, they are less re-
sponsible [30]. Teens are more likely to check their own app safety
than listen to their parents [3]. Therefore, children and teens that
interact more actively within the app may also be rewarded with
more privileges or privacy features there.

Collaborative family apps should also acknowledge variations in
privacy norms between cultures (e.g., African vs. European culture).
For example, while some cultures may value shared access over
individual privacy, other cultures may emphasize personal bound-
aries more. This could potentially mean including more controls
to determine which data is shared with whom on the app (e.g.,
sharing location during certain times when it is more risky, such
as nighttime).

6.5 Limitations
Thiswork reports on children’s experiences through their guardians,
rather than directly from the children. These interpretations may
not always accurately reflect the children’s perspectives. Obtaining
informed consent from minors can be challenging, as researchers
have questioned whether consent is genuinely informed when it is
provided on behalf of children by their parents [34, 72]. Addition-
ally, the interview questions in this study were designed to capture
nuanced aspects of family dynamics and app privacy. Simplifying
these questions for use with minors could have risked misinterpre-
tation of the complex privacy scenarios we aimed to explore. We
acknowledge this as a limitation and recognize the importance of
developing age-appropriate methods to directly engage children in
future research.

We also recruited families who used Apple’s Family Sharing
feature, which is exclusively available on Apple devices, and this
was further constrained by the recruitment platform we used. Our
participant pool aligns with the higher household income typi-
cally observed among U.S. iPhone users, whose median household
income is approximately $85,000 annually [29]. While these con-
straints were necessary due to both the technical requirements and
the recruitment platform, it is important to recognize that this may

limit the generalizability of our findings to broader populations,
including those with lower incomes or users of other collaborative
family apps on different device ecosystems.

Our study included 20 participants from the U.S., U.K., and Ger-
many, which allowed us to examine a range of perspectives on
privacy and usability in Apple’s Family Sharing. While Apple’s
Family Sharing app operates as a standardized system globally,
cultural differences in family communication, privacy norms, and
parental monitoring practices may shape how users interact with
the platform. For example, our findings highlighted variations in
privacy expectations and parental control attitudes based on cul-
tural background, such as stricter monitoring of daughters versus
sons or differing views on children’s autonomy (see, e.g., P20’s
reflection on African versus European norms). While these insights
provide valuable initial observations, a larger cross-cultural study
would be necessary to systematically analyze the significance of
cultural differences in Collaborative Family Sharing apps usage.

7 Conclusions
This work explores how families use collaborative family apps,
in particular Apple’s Family Sharing and Google’s Family Link, to
navigate their communication and privacy dynamics. By addressing
how families reflect on their needs, understand privacy settings,
and experience the impacts of these apps, this work sheds light on
the evolving role of technology in families’ lives.

The findings revealed that critical parenting tools like location
sharing and screen time management were useful, yet led to some
mishaps between family members. Families expressed misunder-
standings around the privacy settings and the role hierarchies of
the app, leading to accidental sharing and mistrust. Furthermore,
collaborative family apps mediate family communication and dy-
namics, but they can also create disagreements around monitoring,
financial matters, and privacy expectations. Cultural and gendered
variations shaped the usage of the app, with stricter controls for
younger children and daughters.

This work contributes to the body of technology-mediated fam-
ily interactions by: (1) an in-depth comparison of popular collab-
orative family apps and an examination of their functionalities,
(2) exploring why families use collaborative family apps and how
they translate their needs on the apps, (3) highlighting privacy
and usability challenges with these apps, which could strain fam-
ily relationships, (4) providing insights into different cultural and
gender-based challenges that shape family uses of the app, and
(5) providing recommendations and design implications for app
developers and researchers that reflect family needs through col-
laborative family apps.
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8 Appendix
8.1 Appendix A: Screening Survey
A) Using Family Sharing Apps

1. Do you use Family Sharing on your Apple devices? (Required)
• Yes - proceed
• No - not eligible

2. How long have you used Apple’s Family Sharing (in months)?
[Enter time frame in months]
3. What are the features that you use in Apple’s Family Sharing?

(Please choose all that apply) (Required)
• Apple Music
• iTunes and App Store Purchases
• iCloud Storage
• Location Sharing
• Screen Time
• Apple Subscriptions
• Other, please, specify:

4. Do you use other Family Apps (for example, parental control
apps, parental monitoring apps)? (please, choose all that apply)

• Microsoft Family Safety
• iSharing
• Find My Kids
• Google Family Link
• FamiSafe
• Norton Family
• FamilyTime
• Kidslox
• OurPact
• Qustodio
• Family Orbit
• Family 360
• Other, please, specify:
• I do not use other family apps

5. What are the features that you use in other family control
apps? (please, choose all that apply)

• Location Tracking
• Screen Time
• Media
• Cloud Space
• Apps and Subscriptions
• Content filters
• Other, please, specify:
• I do not use other family control apps

B) Devices
6. What devices do you use Family Sharing on? (Please, choose

all that apply)
• iMac
• iPad
• iPhone
• MacBook (Air, Pro)
• Apple Watch
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• Other, please, specify:
7. Do your family members share these devices? [yes/no]
C) Family Structure
8. How many family members use Family Sharing?
• Less than 2 members
• 3 - 4 members
• More than 5 members

9. Do all of the family members who use Family Sharing live in
the same household?

• Yes
• No

10. What is your role in your family? (Please, choose all that
apply)

• Parent
• Older Sibling
• Younger Sibling
• Grandparent
• Uncle/Aunt
• Friend of the Family
• Other, please, specify:

11. What is your role in the Family Sharing App?
• Organizer
• Parent/Guardian
• Child
• Adult

Note: Demographic information were provided by the platform.

8.2 Appendix B: Interview Guide
You have been selected to participate in a research study. Partic-
ipation in this study is voluntary. You can discontinue your par-
ticipation in the study at any time, without needing to provide a
reason. Should you discontinue your participation, you will not be
subject to any negative consequences. The interview should take
40 - 45 minutes. Feel free to ask questions before, during or after
the interview process.

Participants were provided a consent form, information sheet and a
privacy policy. Participants were asked to read the documents carefully
and sign the consent form before the interview.

A) Household arrangement, permissions, other family
apps

A.1) Household arrangements
(1) How many people other than you live in your household?

Could you describe the structure of your family?
(a) What is each person’s relationship to you?

(2) How are decisions made/negotiated in your family?
A.2) Permissions
(1) Does your child need to ask permission before doing activi-

ties online?
A.3) Other Family Sharing apps
(1) Have you ever used family apps other than Apple’s Family

Sharing app?
(a) How would you describe them? Were they useful?
(b) Are you still using other family apps?

(c) Are there differences between other family apps and Ap-
ple’s Family Sharing? Can you give examples?

A.4) Individual’s privacy and using Family apps

(1) How do you define a child’s privacy online? Could you give
examples?

(2) How do you define your privacy online? Could you give
examples?

(a) What do you consider private information?
(3) What motivated you to start using Family Sharing?
(4) Can an individual’s privacy be maintained when using Fam-

ily Sharing? How so?
(a) Do you have any concerns about your own privacy being

affected by Family Sharing?
(i) Do you use any techniques to maintain your own pri-

vacy?
(ii) Do you have any concerns about sharing things acci-

dentally?
Do you think a child’s privacy is affected by Family Shar-
ing? How so?

B) Understanding of functionalities
B.1) Rules and regulations

(1) Are there rules in your household that Family Sharing helps
you with? Could you provide examples?

(a) What features of Family Sharing help you? Could you give
examples?

(b) How did you setup your Family Sharing app to help you
with your rules?

(c) Are there rules that Family Sharing does not help you
with?

B.2) Sharing with Family

(1) What do you share with your other family members using
Family Sharing? Could you give examples.

(2) What information about you can your family members see?
(purchases, locations etc.)?

(3) Have you set some information to be hidden from other
Family members?

(a) Could you provide examples?
if no what do you think are the challenges with hiding infor-

mation on Family Sharing?
B.3) Creating accounts and adding family members

(1) How did your child create their iCloud account?
(a) Was the account creation done through Family Sharing?

(2) What do you think is the difference between creating an
account using Family Sharing or otherwise?

(a) Can you think of any advantages or disadvantages of cre-
ating a child’s account using Family Sharing?

B.4) Devices connected to Family Sharing

(1) Do you know how many devices in your family have the
Family Sharing feature turned on?

(2) How many people use the Family Sharing feature?
(3) Does your child have a device of their own? How many

devices does your child use? [if not] whose device does your
child use?

(a) Do you have your own stuff on that device as well?
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(b) Do you find it concerning if your child had access to adult’s
information? Do you use any means to protect your own
privacy from your child?

(4) What does your child do on their devices?
(a) Do these devices help your child perform certain activi-

ties?
(i) What are these activities?

(5) What can you see about your child’s online activity?

B.5) Features and functionalities

(1) Is there a difference between the role of an Organizer and
a parent/Guardian in the context of Family Sharing? Could
you explain in your own words?

(a) What is the difference between the role of a parent/Guardian
and an adult?

(2) Is there a difference between the role of a child and an adult?
Could you explain in your own words?

(a) A child cannot be part of two Family Sharing accounts in
separate households e.g., separated partners. Why do you
think that is? What do you think about this?

(3) Could you describe the process of sharing information with
family members on Family Sharing?

(a) What can you share on Family Sharing? Can you give
examples?

(b) What features are turn on by default? Why do you think
so?

(c) What you cannot share with others on Family Sharing?
Can you give examples?

(d) Is there something you want to share on Family Sharing
that you are unable to?

(e) Can you share information on Family Sharing if you reside
in different regions/countries? Why or why not.

(4) Who is responsible for payments in your family?
(a) Is that the same person as the organizer?
(b) Does Family Sharing store payment information? What

do you think about that?
(5) Do you have Ask to Buy Permission enabled with your child?
(a) Why did you turn on this feature? What do you think

about it? What does your child think about it?
(6) Do you have Screen Time Limit enabled with your child?
(a) Why did you turn on this feature? What do you think

about it? What does your child think about it?
(b) What settings do you control in ScreenTime? Downtime,

App limits, communication limits, apps that are always
allowed, content and privacy restrictions?
(i) How do you setup these features?
(ii) What do you think about these features? Is there any-

thing you would like to add to it?

C) Privacy Configurations of features

(1) What happens when you share iCloud storage on Family
Sharing?

(2) Are you able to see what other family members are storing
on their iCloud?

(3) What happens when you stop sharing on Family Sharing?
(4) How do you stop sharing Cloud storage?
(a) What happens when you stop Cloud space sharing?

(b) What happens to the information that has been previously
shared?

(c) If you previously had a paid storage together on iCloud+,
what happens to your files once you stop sharing Cloud
space?

(d) Do you think you have been informed about this informa-
tion?

(5) What do you think about sharing your location with other
family members?

(a) How many family members can currently share your lo-
cation?

(b) How many family members can you see their location at
the moment?

(c) What happens when you disable location sharing? Is your
location still shared with your device? Is this option easy
to find?

(6) Do you think the Organizer has more or less privileges than
an adult?

(a) What can an Organizer monitor about an adult and child
accounts?

(b) Can you have more than one organizer in Family Sharing?
(c) How is an adult removed from Family Sharing?
(d) How is a child removed from Family Sharing? Is that pos-

sible?
(e) What does it mean to move families on Family Sharing?

(7) How are apps, subscriptions and purchases shared with fam-
ily members?

(a) Can each member sign with their own account to the app?
Do you think the organizer is able to monitor apps they
have purchased?

(b) Do adults in the family need to ask before making pur-
chases? Why do you think so?

(c) Do children need to ask before making purchases? Have
you enabled this feature?
(i) What happens if the child re-installs or uses a redemp-

tion code? Would the organizer be notified?
(d) Which payment method is charged for purchases that

family members make?
(e) What happens when the organizer stops sharing their pay-

ment method? (e.g., what happens to shared subscriptions
like Apple TV+ and Apple Arcade).

D) Impacts of using family apps
D.1) Effects on Partner

(1) Do you think using Family Sharing can affect/affected your
relationship with your partner?

(a) What are the challenges couples can face when using Fam-
ily Sharing?

if yes Could you provide examples?
if yes Has anything you shared affected your relationship with

your partner?
if no do you think Family Sharing can affect relationships in a

positive or negative way?
(b) Has your privacy been compromised in any way? Could

you give examples?

D.2) Effects on Child
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(1) Do you think using Family Sharing can affect your relation-
ship with your child? Could you provide examples?

if no What do you think are the challenges that parents-child
face when using Family Sharing?

(2) How can Screen Time management affect children’s experi-
ences online? Could you provide an example? Do you think
they are useful or not?

(3) Do children’s views of privacy differ from their parents?
(Adapted from Cranor et al. [30])

(a) What kind of information do you think children don’t
want to share with their parents?

(4) Do you think that Family Sharing can have an overall positive
or negative impact on families?
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8.3 Appendix C: Participant Details

Table 7: Participant characteristics based on screening survey responses (occupation, age, gender, country, household income,
and level of education).

# Occupation Age Country Gender Household income Level of education

P01 Data Analytics Analyst 40 United States Man $125,000 - $149,999 Postgraduate degree
P02 Manager/Assistant Manager 39 United States Woman $150,000 - $174,999 Undergraduate degree
P03 Business Analyst 37 United States Man $90,000 - $99,999 Postgraduate degree
P04 Machine Maintenance Mechanic 45 United States Man $200,000+ Some college
P05 Office Manager 50 United States Woman $100,000 - $124,999 Undergraduate degree
P06 Personal Care Worker 38 United Kingdom Woman $80,000 - $89,999 Undergraduate degree
P07 Registered Nurse 36 United States Woman $90,000 - $99,999 Undergraduate degree
P08 Consultant 49 United States Woman $50,000 - $59,999 Postgraduate degree
P09 Teacher/teacher Trainer 45 United Kingdom Woman $30,000 - $39,999 Postgraduate degree
P10 Certified Personal Trainer 35 United States Woman $90,000 - $99,999 Finished high school
P11 Speech Language Pathologist 35 United States Woman $200,000+ Postgraduate degree
P12 Manager 37 United States Woman $40,000 - $49,999 Postgraduate degree
P13 Chief Operating Officer 55 United States Man $175,000 - $199,999 Undergraduate degree
P14 Digital Director 44 United States Man $200,000+ Postgraduate degree
P15 Supervisor 46 United States Man $125,000 - $149,999 Postgraduate degree
P16 Home maker 57 United States Woman $100,000 - $124,999 Some college
P17 Engineering Program Manager 52 United States Woman $175,000 - $199,999 Undergraduate degree
P18 Teacher 44 United States Woman $100,000 - $124,999 Postgraduate degree
P19 Office Personnel 32 United Kingdom Woman $90,000 - $99,999 Undergraduate degree
P20 Critical Care Registered Nurse 36 Germany Man $60,000 - $69,999 Postgraduate degree

Table 8: Participant characteristics based on screening survey responses (marital status, living situation and distribution of
children).

# Marital status Living situation Members Using the App

P01 Married or in a civil union With a husband/wife Mother, Father, (2) School-aged, Grandmother, Grandfather
P02 Married or in a civil union With a husband/wife Mother, (3) Unknown ages*
P03 Married or in a civil union With a husband/wife Mother, Father, (1) Preschooler
P04 Married or in a civil union With a husband/wife Mother, Father, (1) Adolescent, (1) Adult
P05 Married or in a civil union With a husband/wife Mother, Father, (1) Adolescent, (1) Adult
P06 Married or in a civil union With a husband/wife Mother, Father, (4) Adolescent, (1) Toddler
P07 Divorced or separated Undisclosed Mother, (1) School-aged
P08 Divorced or separated With no one Mother, (2) School-aged
P09 Married or in a civil union With a husband/wife Mother, Father, (1) School-aged, (2) Adult
P10 Married or in a civil union With a husband/wife Mother, (1) School-aged, (1) Adolescent
P11 Married or in a civil union With a husband/wife Mother, Father, (2) Toddler
P12 Never married With a significant other Mother, Father, (1) Preschooler
P13 Married or in a civil union With a husband/wife Mother, Father, (1) Adolescent
P14 Divorced or separated With no one Mother, Grandmother, (2) School-aged
P15 Married or in a civil union With a husband/wife Father, (2) Adolescent
P16 Married or in a civil union With a husband/wife Mother, Father, (1) Adolescent
P17 Married or in a civil union With a significant other Mother, (1) Adolescent, (1) Adult
P18 Married or in a civil union With a husband/wife Mother, Father, (1) Preschooler, (1) School-aged, (1) Adolescent
P19 Married or in a civil union With a significant other Mother, Father, Grandmother, (1) Preschooler
P20 Married or in a civil union With a husband/wife Father, (1) Preschooler, (1) School-aged, (1) Adolescent
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Table 9: Participant demographics based on screening survey responses: gender, marital status, living situation, education level,
number of children and household income.

Demographics N = 20 % Demographics N = 20 %

Gender Children
Women 13 65% Infant (<1 year) 2 10%
Men 7 35% Toddler (1-3 years) 2 10%

Marital Status Preschooler (4 - 5 years) 5 25%
Married or in a civil union 16 80% School aged (6-12 years) 8 40%
Divorced or separated 3 15% Adolescent (13-17 years) 9 45%

Never married 1 5% Adult (18+ years) 2 10%
Living Situation Household income

Live with a husband/wife 14 70% $30,000 - $59,999 3 15%
Live with a significant other 3 15% $60,000 - $69,999 1 5%

Live alone 2 10% $80,000 - $89,999 1 5%
None of the above 1 5% $90,000 - $99,999 4 20%
Education level $100,000 - $124,999 3 15%

Postgraduate degree 10 50% $125,000 - $149,999 2 10%
Undergraduate degree 7 35% $150,000 - $174,999 1 5%

College 2 10% $175,000 - $199,999 2 10%
Finished high school 1 5% $200,000+ 3 15%
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8.4 Appendix D: Family Apps Details

Table 10: Features and platform compatability of family and parental control apps.

Family Apps Other Features Compatibility

Apple Family Sharing Apple Cash for kids, Apple watch for kids,
find missing device (Find My), Private Relay,
Hide My Email, HomeKit Secure Video Sup-
port, usage reports.

iOS, macOS

Microsoft Family Safety Driving Safety iOS, Android, Win-
dows, Xbox

iSharing Driving safety, panic alert, location history,
chat, street view.

iOS, Android

Find My Kids Location history, listening to surroundings,
SOS signal.

iOS, Android

Google Family Link Set device bedtime, remotely lock device, see
all devices where account is signed in

Android, iOS, web
browsers

FamiSafe Safe search, web history, activity report, app
control.

iOS, macOS, Win-
dows, Chromebook,
Kindle, Android

Norton Family Flags unsafe behavior online, detailed reports
on kids activities, focus during remote learn-
ing, web-portal

Windows, iOS,
Android (limited
devices)

Family Time Geo-fencing, safe search, block pornography,
homework time.

iOS, Android

Kidslox App blocking, location history. iOS, Android
OurPact View gallery, App rules, block texting, inter-

net blocking.
iOS, Android

Qustodio Tracks calls and SMS, Reports, Alerts and
SOS.

iOS, macOS, Win-
dows, Chromebook,
Kindle, Android

Family Orbit Text and call logger, view media, real-time
alerts.

iOS, Android

Family 360 Private circle, smart notifications iOS, Android
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8.5 Appendix E: Codebook

Table 11: Codebook for the interview results (Part 1)

Theme Code Memo

1. Individual’s Privacy 1.1 Child’s Privacy Issues related to child’s privacy and experiences in the context of Family
Sharing.

1.1.1 Private What personal information is considered private for a child.
1.1.2 Not Private What personal information is considered not private for a child.
1.2 Parent’s Privacy Issues related to parents’ privacy and experiences in the context of Family

Sharing.
1.2.1 Private What personal information is considered private for a parent.
1.2.2 Not Private What personal information is considered not private for a parent.
1.3 Privacy Concerns privacy concerns in the context of Apple’s Family Sharing.
1.4 Maintaining Privacy How users try to maintain their privacy when using Apple’s Family

Sharing.
2. Motivations 2.1 Reducing finances The app allows families to save on expenses.

2.2 Keeping in Touch Family members can stay in touch and updated in life events with each
other.

2.3 Finding Devices Using Find My feature to find missing devices or track family members’
locations.

2.4 Common Vendor for Devices Apple’s Family Sharing is a good option for families who share a common
vendor of this ecosystem.

2.5 Using Other Apps Families using other parental control or collaborative family apps before,
still using them or switching to Apple’s Family Sharing.

2.6 Easy to Use The ease of use of the app as a motivation.
2.7 Monitoring The app offers monitoring tools for families.

3. Rules and Regulations 3.1 Making/Negotiating Decisions Captures how decisions are made or permissions are requested and
granted within the family context.

3.2 Parenting Children Participants discussed issues related to how they parent in this virtual
spaces and what tools are particularly helpful.

3.2.1 Access to Devices Even with Apple’s Family Sharing do parents feel they need to access
their children’s devices.
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Table 12: Codebook for the interview results (Part 2)

Theme Code Memo

3.2.2 Check location Using the app to check locations of other members.
3.2.3 Alternation to Parenting with Time If parents techniques changed with the time with the updates in

technology and new family apps emerging.
3.2.4 Differences in Parenting Between Kids If parents used different parenting techniques between kids.
3.2.5 Permission to Buy Concerns or processes around approving, controlling, or making

purchases via shared family accounts.
4. Content Sharing 4.1 Type of content shared Participants discussed the type of content that they share together

on the app.
4.1.1 Media Family members using Apple’s Family Sharing app to share media

together.
4.1.2 Location Refers to the sharing and tracking of family members’ locations

through Family Sharing features.
4.1.3 Apps and Subscriptions Family members sharing apps and subscriptions together.
4.1.4 Purchases Family members sharing app purchases together.
4.1.5 Cloud Family members sharing app cloud space together.
4.2 Sharing Accidentally Content can be shared accidentally on the app.
4.3 Hidden Content Hiding or not hiding some content or personal information from

other members of the app.
4.3.1 Not Hiding Content Content family members do not hide from each other on the app.
4.3.2 Hiding Content Content family members hide from each other on the app

5. Account Creation 5.1 Child creating on their own Parent/Guardian knowledge about what it takes to create a child’s
account and how they did it.

5.2 Parent Creating for Child If the parent was the one who created the account for the child.
6. Connected Devices 6.1 Level of awareness of devices connected The number of devices connected to the app and the par-

ent/guardian awareness of this.
6.2 Ownership of Child’s Device If the child owns any of the devices, or is it borrowed from the

parent/guardian.
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Table 13: Codebook for the interview results (Part 3)

Theme Code Memo

6.2.1 Child Owner The child owns the device.
6.2.2 Parent Owner The parent owns the device.
6.3 Parent Access Child’s Device Parents access the child’s device for monitoring pur-

poses.
6.4 Security measures of protection What security measures are used.
6.5 Activity on Child’s Device What activity parents track on the child’s devices.
6.5.1 Normal Activity Parents considered the activity to be normal.
6.5.2 Inappropriate Activity Parents/guardians observed some inappropriate activity

on their children’s devices.
7. Features and Functionalities 7.1 Recognising differences in privileges What are the extends of control that every role has on

the app.
7.1.1 Organiser-Parent/Guardian Differences between the Organiser-Parent/Guardian

roles.
7.1.2 Parent/guardian-adult Differences between the Parent/guardian-adult roles.
7.1.3 Adult-Child Differences between the Adult-child roles.
7.2 Child part of Two Families If the child is part of two households (e.g., separated

parents).
7.3 Process of Sharing How families members share with each other what are

their thoughts on the process.
7.4 Members Residing in Different Locations Family members who reside in different locations in the

world and if they use the app and how.
7.5 Role in Family Sharing What role does the participant take on the app.
7.5.1 Matching Role to Reality If the role they take on the virtual app setting the same

role they have in real life.
7.5.2 Different Role than Reality If the role they take on th virtual app setting a different

role than they have in real life.
7.6 Screen Time Restrictions Using the app for screen time restrictions.

8. Payments 8.1 Responsible for payments The family member responsible for the payment method
or process.

8.2 Method of Payment Method of payment choice and issues related to apple
pay, card, credit in the context of purchasing on the app.
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Table 14: Codebook for the interview results (Part 4)

Theme Code Memo

8.3 Storing Payment Information Participant’s thoughts about where their payment information is stored
on the app.

8.4 Security Concerns/Breaches Concerns related to security events and threats.
8.5 Ask to Buy Concerns or processes around approving, controlling, or making pur-

chases via shared family accounts.
9. Privacy Configurations 9.1 Cloud Space How do families manage the cloud space.

9.1.1 Effects of Disabling iCloud What happens after disabling iCloud sharing.
9.1.2 Informed about ata What information is provided to users of the app when disabling en-

abling data sharing.
9.2 Location Sharing Location sharing and its functionality and configurations on the app.
9.2.1 Effects of disabling location What happens after users disable location sharing.
9.2.2 Sharing location with Device Turning on Find My on the device.
9.3 Organizer Privileges What can an Organizer control and do on the app.
9.3.1 Monitoring Accounts Monitoring other users on the app.
9.3.2 Multiple Organizers The idea of having multiple organizers.
9.3.3 Removing Accounts Removing accounts from the app and what happens to the data.
9.3.4 Monitoring App Usage Monitoring app usage.
9.3.5 Members sign in to apps Monitoring information like sign in to apps.
9.4 Members Moving Families Family members moving from one family to the other.
9.5 Purchase Sharing Family members being able to share purchases together.
9.5.1 Effects of Disabling Payment What happens to previously purchased apps and media when disabling

payments.
9.5.2 Notifications of Payments Receiving notifications for payments.

Table 15: Codebook for the interview results (Part 5)

Theme Code Memo

10. Effects of Family Apps 10.1 Effect on couples Effects of Apple’s Family Sharing on couples.
10.1.1 Better Communication Improving communication.
10.1.2 Hiding From Partner Hiding personal information from partner.
10.1.3 Sharing Updates About Children Using the app to share updates about the children.
10.1.4 Different Privileges for Parents Parents have different privileges on the app.
10.1.5 Trust The effect on trust.
10.1.6 Intrusive The app being intrusive.
10.1.7 Finances Effects of the app on finances.
10.2 Effects on Parent-Child Relation Effect on parent-child relationship.
10.2.1 Excessive Monitoring Too much monitoring on the app.
10.2.2 Better Communication Better communication with children and parents.
10.2.3 Locating Children Parents/guardians being able to locate children if needed.
10.2.4 Children Complaining Children complaining about parenting on the app.
10.2.5 Trust The effect of the app on trust.
10.3 Effect on families The effect of Apple’s Family Sharing app on families.
10.3.1 Transparency Communication and transparency in the app.
10.3.2 Supervised online presence Supervising the online activities of children.
10.3.3 Safety Ensuring safety using the app.
10.3.4 Communication Improving communication.
10.4 Different privacy views Participants expressed different views or opinions about data visi-

bility, control, and privacy boundaries within the family setting.
10.5 Children Don’t Want to Share Children not wanting to share some content.
10.6 Effects of Screen Time Effects of restricting screen time on children.
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